
Category # Service (Product) Name HTTP/HTTPS Type

1 SMTP - -

2 POP3 - -

3 IMAP - -

POST/GET 4 POST - -

Sent

Draft

Sent

Draft

Sent

Draft

Sent

Draft

9 korea.kr - Sent

Sent

Activex

Draft

Sent

Activex

Draft

Sent

Activex

Draft

New Ver.

Old Ver.

Draft

New ver.

Old ver.

Draft

Sent

TEXT-based

Draft

Sent

Draft

Sent

Draft

Sent

Activex

Draft

17 AIM MESSENGER(APP) - Sent

18 FACEBOOK Messenger HTTPS -

19 NateOn - Plain text

20 Yahoo Voice(APP) - -

21 Yahoo Voice(Web) HTTPS -

22 Misslee Messenger -

Messenger

HTTPKorea.com

15

16

Web Mail

Yahoo HTTPS14

HTTPSAOL

HTTPS

Nate12

HTTPSGoogle (Gmail)13

HTTP

Naver

HTTPS

11

HTTP

7 HTTPS

iCloud Mail8 HTTPS

Product : Mail-i V8.0

As of: 2017-03-23

Prepared by : QA1 Team / (Integrated Report)

Note: NetApps versions are the latest ones that confirmed by QA.

[Document legend]

1) O : Supports logging or blocking of applicable NetApp data transfer functions

2) - : Does not matter

3) N/A : No feature in NetApps

4) No : No support

Mail

Office 365 Mail HTTPS5

HTTPS6 OUTLOOK(.com)

QQ Mail

10 Daum HTTPS



23 Google Talk (Web; Currently as Hang Out) HTTPS -

24 Eikon Messsenger(APP) HTTPS -

25 Eikon Messsenger(Web) HTTPS -

26 FB Messenger -

27 EZQ Messenger -

28 Amazon Cloud Drive HTTPS -

29 Azure Storage Service HTTPS -

30 Box(WEB) HTTPS -

Enhanced upload

Basic upload

32 DROPBOX(APP) - -

33 EVERNOTE(WEB) HTTPS -

34 EVERNOTE(APP) HTTPS -

35 SugarSync HTTPS -

36 OneDrive (MicroSoft) HTTPS -

37 Tencent Cloud HTTPS -

Web

Network folder

39 ICLOUD (Apple) HTTPS -

40 UCLOUD (KT; Biziness) HTTPS -

41 SharePoint Online HTTPS -

42 Google Drive(WEB) HTTPS -

43 Google Drive(APP) - -

- Sent

Activex

mini

Connector

Explorer

Sent

Activex

- Network folder

46 ToToDisk - Sent

47 YAMMER HTTPS -

48 TUMBLR HTTPS -

49 INSTAGRAM HTTPS -

50 SALESFORCE HTTPS -

51 Egloos HTTP -

52 Daum Blog HTTPS -

53 Naver Blog HTTPS -

54 Cyworld HTTP -

55 Naver Café HTTPS -

56 Daum Café HTTP -

57 Facebook HTTPS -

58 Twitter HTTPS -

59 Myspace HTTPS -

60 TeamViewer

61 SOCKSPROXY - -

62 EDONKEY - -

63 FILEGURI - -

64 NATEON_CRYP - -

65 Terminal - -

66 RADMIN - -

67 VNC - -

68 Daum BigFileAttach - -

69 Naver BigFileAttach - -

31

Blocking Only

Blog / Social Media

Web Storage, File

Sharing, Cloud

Storage

-
Webhard(Dacom)

-
NAVER CLOUD

44

45

Messenger

HTTPSDROPBOX(WEB)

LG U+Box HTTP38



70 Chollian BigFileAttach - -

71 NateOn MyPCControl - -

72 Nate BigFileAttach - -

73 DacomNeturo - -

74 SSLCERTIFICATE - -

75 ClubBox(PDBox) - -

Telnet 76 Telnet - -

Connection

Upload

Download

Connection

Upload

Download

79 SMB1 - -

80 SMB2 - -

Passive FTP -

FTP

SMB

77

78

Blocking Only

Active FTP -

<Messenger>

1) NateOn → NateOn encryption (NateOn_Cryp) was incorporated into the NateOn protocol. But, the policy "Allow NateOn plain texts and disallow encryption selectively" is still provided as a Control policy.

2) AIM/FaceBook Messenger → logging and blocking are not allowed in the reception side.

3) Misslee Messengr → Porting on the Multi Chat Room (blocking only) released in the version 7.1 has been requested (subject to the development road map).

4) Twitter messages → Currently classified as Twitter, a social networking service.

<Cloud-based Business File Share & Sync Services>

1) Dropbox (app), GoogleDrive (app) → Not supported (unusable) wiith T-Proxy due to certificate issues.

<Web Storage, File Sharing, Cloud Storage>

1) To save a copy file is recommended for less than 100MB.

[Remark]



Only for Content/Messages/Blocking File Content/Access (only blocking)

O O O

O O O

O No O

O O O

O O O

No No No

O O O

No No No

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

No No No

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

Logging Blocking
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[Document legend]

1) O : Supports logging or blocking of applicable NetApp data transfer functions

2) - : Does not matter

3) N/A : No feature in NetApps

4) No : No support



O O O

O O O

O O O

O O O

O O O

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A No N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A No N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

O O O

O O O

O N/A O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O O O

O N/A O

O No O

O No O

O No O

O N/A O

O No O

O No O

O No O

O No O

O No O



O No O

- N/A O

O No O

O No O

- N/A O

O No O

O - O

O N/A O

N/A O N/A

N/A O N/A

O N/A O

N/A O N/A

N/A O N/A

N/A O N/A

N/A O N/A

<Messenger>

1) NateOn → NateOn encryption (NateOn_Cryp) was incorporated into the NateOn protocol. But, the policy "Allow NateOn plain texts and disallow encryption selectively" is still provided as a Control policy.

2) AIM/FaceBook Messenger → logging and blocking are not allowed in the reception side.

3) Misslee Messengr → Porting on the Multi Chat Room (blocking only) released in the version 7.1 has been requested (subject to the development road map).

4) Twitter messages → Currently classified as Twitter, a social networking service.

<Cloud-based Business File Share & Sync Services>

1) Dropbox (app), GoogleDrive (app) → Not supported (unusable) wiith T-Proxy due to certificate issues.

<Web Storage, File Sharing, Cloud Storage>

1) To save a copy file is recommended for less than 100MB.

[Remark]



Remarks

File

O

O

No Only access is blocked

O

O

No Excluded (The Pattern of Save and Send is same)

O

No Excluded (The Pattern of Save and Send is same)

O

O

O

O

O → Excluded from default web mails

O

O

O

O

O

O

O

O

O

O

O

O

O

O

O

O

O

O

O

No Excluded (The Pattern of Save and Send is same)

O

O

O

O

O

O log/block sending only

O log/block sending only

O

Default encryption (option can be changed)

NateOn encryption (blocking only) feature has been

incorporated to NateOn
O

O

O

Blocking

Product : Mail-i V8.0

As of: 2017-03-23
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Note: NetApps versions are the latest ones that confirmed by QA.

[Document legend]

1) O : Supports logging or blocking of applicable NetApp data transfer functions

2) - : Does not matter

3) N/A : No feature in NetApps

4) No : No support



O

O

O

O

O
SamsungPOP Messenger name changed to EZQ

Messenger

O

O

O

O

O

No Not supported (unusable with Mail8.0)

O

O

O

O

O

O

O

O

O

O

O

No Not supported (unusable with Mail8.0)

O

O

O

O

O

O

O

O

O

O

O

N/A

O

O

O

O

O

O

O

O

O

O

N/A

No

No

No

N/A

No

No

No

No

No



No

N/A

No

No

N/A TSL Policy can be make

No

-

N/A

O

O

N/A

O

O

O

O

<Messenger>

1) NateOn → NateOn encryption (NateOn_Cryp) was incorporated into the NateOn protocol. But, the policy "Allow NateOn plain texts and disallow encryption selectively" is still provided as a Control policy.

2) AIM/FaceBook Messenger → logging and blocking are not allowed in the reception side.

3) Misslee Messengr → Porting on the Multi Chat Room (blocking only) released in the version 7.1 has been requested (subject to the development road map).

4) Twitter messages → Currently classified as Twitter, a social networking service.

<Cloud-based Business File Share & Sync Services>

1) Dropbox (app), GoogleDrive (app) → Not supported (unusable) wiith T-Proxy due to certificate issues.

<Web Storage, File Sharing, Cloud Storage>

1) To save a copy file is recommended for less than 100MB.

[Remark]


